
We take e-safety very seriously. 

We talk about being safe online. 

We celebrate Safer Internet Day. 

We subscribe to Hector’s World. We 

just need to click on his icon to go to a 

safe website. 

We have e-safety bands, 

which we designed ourselves, to wear and 

remind us to be SAFE and smart! 

We have all made a pledge to be safe 

online. 

 

E-Safety Policy 

Developed by 

Miss Dodds with the help of the school council. 

If you have any questions or 

concerns, do not hesitate to 

approach Mr. Kirtley, Miss 

Dodds or your class teacher. 

 Remember to be  

smart! 



 

 

 Tell an  adult I trust straight away. 

 Stay calm and report what has happened. 

 Keep messages for evidence. 

 Block and delete the person. 

 Do not keep it to  myself. 

 Do not be unkind back.  

 Do not arrange to meet anyone. 

People I can tell: 

Family 

Friends 

Teachers 

PCSO or the Police 

E-safety means electronic safety. Lots of peo-

ple have devices which connect to the internet 

such as laptops, mobile phones, tablets and 

games consoles. E-safety is important to keep 

us safe so we can communicate,  browse,   ex-

plore and have fun online.  

Why the Internet is good: 

 You can learn lots of things and use it 

for research and school work. 

 You can play games. 

 You can stay in touch with friends and 

family who maybe don’t live close by. 

Some dangers include: 

 Cyberbullying 

 Bad Language 

 Inappropriate Content Online 

 Stranger Danger 

 Viruses 

If people online are mean or worry me: 

Keep safe by being careful not to give 

out personal information when you’re chat-

ting or posting online. Personal information 

includes your email address, phone number 

and password. 

Meeting someone you have only been in 

touch with online can be dangerous. Only do 

so with your parents’ permission and only 

when they can be present. Remember online 

friends are still strangers even if you  have 

been talking to them for a while. 

Accepting emails, IM messages, or 

opening files, images or texts from people 

you don’t know or trust can lead to prob-

lems – they may contain viruses or nasty 

messages! 

Someone online might lie about who they are 

and information on the internet may not be 

true. Always check information is  

reliable by looking at other websites or 

in books. If you like chatting online it’s best           

                         to chat to your real world friends & family. 

Tell a parent, carer or a trusted adult if 

someone, or something, makes you feel un-

comfortable or worried, or if you or some-

one you know is being bullied online. 


